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Summary 

The SAP HANA Dynamic Tiering Quick Start Guide provides a hands on introduction to using the features 

and functions of the Dynamic Tiering component. The Quick Start Guide consists of 5 modular lessons. 

Lesson 4 provides an introduction to executing and monitoring backup and recovery processes for an SAP 

HANA system that includes Dynamic Tiering.  
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Introduction 
The overall HANA system including Dynamic Tiering is a single database system which consists of 

both in-memory and on-disk data stores. In order to ensure data consistency across the entire 

database, HANA manages the backup and recovery of both the in-memory and on-disk Dynamic 

Tiering data stores through a single coordinated process. This means that both in-memory data and 

Dynamic Tiering data are always backed up and restored together.  

 

¶ Backup and recovery with Dynamic Tiering configured works the same way as in regular 

HANA scale-out 

¶ Cannot backup or restore a single host individually ï You cannot restore just the core 

HANA part, or just the Dynamic Tiering part. If there is any restore to be done, it has to be 

done on all the hosts of the entire system 

¶ Cannot create a data backup while one host is down ï if a host is entirely down, and there is 

no stand by, HANA does not allow any data backup. Eg: if your Dynamic Tiering host is 

down, HANA will not allow you to create any data backup. 

¶ Your user should have the following system privileges: (Refer to the ñCreate Schema and 

Load Dataò lesson to view how the privileges are assigned.) 

o BACKUP ADMIN or BACKUP OPERATOR 

o CATALOG READ 

 

This lesson will demonstrate how to create backups, recover the database and manage backups. 

Preparation and Pre-requisites 
This lesson assumes that you have already completed Lesson 1: Create Schema and Load Data of the 

SAP HANA Dynamic Tiering Quick Start Guide and that you have the HANA database created in 

that lesson available to use.  

 

An additional requirement for the Recovery portion of this lesson is that you know the Linux 

password for the <sid>adm Linux user on the HANA hosts.  

 

  



 

 4  

Using Database Backup and Recovery  
The Dynamic Tiering data and log backup directory locations are different from the core HANA 

data and log backup locations. Instead, Dynamic Tiering has its own independent directory path for 

backups, which allows you to manage the storage volumes separately for the Dynamic Tiering 

backups and the core HANA backups. 

Initializing Backup Parameters 

 

To view the currently configured directory paths for the HANA and Dynamic Tiering backups, 

navigate to the ñConfigurationò tab in the HANA Administration Console, go to  ñglobal.iniò > 

ñpersistenceò. These locations identify where the backups will be created. You can modify these 

locations if desired. Ensure the locations and paths are correct. Set the parameters for log_mode and 

enable_auto_log_backup as you like, under the persistence drop-down. The highlighted text shows 

where the Dynamic Tiering data and log backups are created. 

 

 

 

Backup Permissions 

You will  need to assign the TPCH user the required roles and permissions to create a backup. To 

assign the permissions, navigate under the <SID> (SYSTEM) user, go to ñSecurityò > ñUsersò > 

ñTPCHò. 
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Under the System Privilege tab, grant the required permissions to access the backup editor and to 

execute backup properly. Refer to lesson ñCreate Schema and Load Dataò section 3.3, to review 

how to add the roles. The roles required fall under ñSystem Applicationò and include 

¶ BACKUP ADMIN 

¶ BACKUP OPERATOR 

¶ CATALOG READ 

Click the green plus sign and added the list above. Once added, click the deploy button near top 

right. 
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Creating Database Backups 

Database backups can be created using either the Backup Editor in HANA Studio or by executing a 

SQL statement through a SQL console. 

 

Creating Backups Using the Backup Editor 

You can perform a backup in the backup editor. You can access the backup editor from the SAP 

HANA Administration Console by right clicking <SID> (TPCH) in the Systems panel and selecting 

ñBackup and Recoveryò > ñOpen Backup Consoleò which will then open the backup editor. The 

backup editor allows you to view options including the current destination path for the backup 

(located under the ñConfigurationò tab) and any existing backups (under the ñBackup Catalogò tab). 

Click the Open Backup Wizard button (highlighted in the screenshot below) to back-up the data at a 

specific location. 
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Note: If you do not want to open the backup editor and want to directly create a backup, you may 

start the backup directly by right clicking on your <SID> (TPCH/SYSTEM) > Backup and 

Recovery > click ñBackup System éò 

 

You will then be prompted to enter the Backup Destination and Backup profile. Choose the backup 

destination path as: /hana/shared/<SID>/HDB<Instance#>/backup/data for consistency.  
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Note: You can change the ñBackup Prefixò and enter a name of your choice. If the backup prefix 

is not changed, then each subsequent backup will overwrite the previous backup version. To 

maintain multiple backup versions, make sure that the next time you create the backup, the 

backup prefix is different than the previous one. 

 

Click ñNextò which will give you a chance to review the backup settings before starting the backup: 
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If the backup settings look correct, then you can go ahead and click ñFinishò to start the backup. 

You will see the backup being performed as shown below. 
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Once the backup completes, a Backup Execution Summary screen will be displayed which will 

verify the # of volumes that were backed up.  
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Creating Backups Using the BACKUP SQL Statement 

 

You can create a data backup by running a SQL statement from a SQL console in HANA Studio: 

BACKUP DATA USING FILE ( '<file_prefix' )  
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Database Recovery With HANA Dynamic Tiering  

 

Database recovery can be done either from a command line or from HANA Studio. The preferred 

way is via HANA Studio. From the SAP HANA Administration Console perspective, right click on 

your <SID> (TPCH) entry in the Systems panel, hover over ñBackup and Recoveryò in the pop up 

menu and select ñRecover Systeméò 

 

 

 

If this is your first time performing a database recovery, HANA Studio will prompt you for the user 

credentials of the ñ<sid>admò Linux user. The HANA system will prompt you to confirm the 

shutdown of the HANA system.  

 

 

 

Once you click OK, HANA will start to prepare the recovery wizard. 
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When the Recovery Wizard is ready, you will be prompted to choose what type of recovery is to be 

done. For the purpose of this lesson, we will be choosing to recover the database to a desired point 

in time.Click the radio button for ñRecover the database to the following point in time.ò and then 

click ñNextò. 
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Ensure that the log backup directory is correct and click ñNextò as below 

 

 

The backups created before the chosen time on the previous screen will appear in the recovery 

wizard and you can select what backup you want to recover your database to. Click the ñCheck 

Availabilityò to ensure that backup is active. 
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Select the desired backup and click ñNextò. The following settings will appear: 
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You can leave the default settings and click ñNextò. This will bring up the Review Recovery 

Settings window. If everything looks right, then you can click ñFinishò to run the recovery.  

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

You will see the recovery being performed for both the Dynamic Tiering host and the core HANA 

host. 
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Note: To perform recovery, you should have the same or higher version of SAP HANA installed as 

the version used to create the backup. 

 

Once the recovery process completes the Recovery Execution Summary screen will be displayed. 
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Reviewing Available Backups 

HANA has a backup catalog that tracks all backups that have been performed. You can see that a 

Dynamic Tiering backup was performed by going to the Backup Catalog editor and clicking on the 

latest backup performed. In the bottom right of the screen you can see if the service type is 

óesserverô is listed. The esserver service component type contains all the data backup and log 

backup files related to the Dynamic Tiering process. 

 

 

Logs of the Backup  

HANA records the details of the backup process in a log file (not to be confused with the 

transaction log). The log of the backup is a single file which contains details of all the data and 

database log backups in the system. This file is contained in the trace-directory of the configured 

master host (core HANA host). You can open the log file to view the progress of the backup. 

Navigate to ñDiagnosis Fileò in the HANA administration and search for ñbackupò where you will 

be able to find ñbackup.logò. 

Note: You can also access this log file by clicking the ñOpen Log Fileò icon  in the backup 

editor where you performed your backup.  
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Once you click on this, you can view the log and data backups in the files 

 

Managing backup files  

Managing backups is also important. It will be your duty to make sure that the data backup location 

and log backup location do not run out of disk space. If the locations overflow, the log backup 

system will not write new log backups when attempted. When the data backups and log backups are 

not properly managed, this will lead to the log volume becoming full, preventing any further 

backups from being created. 

 

Deleting Old HANA Backup Files  

In order to avoid running out of disk space for your log volume, you will  need to delete older 

backups using HANA Studio. The syntax for deleting a data backup is: BACKUP CATALOG 

DELETE. You may also right click on a backup in the backup editor and select ñDelete Older 

Backupséò When doing so, you will have the option to either delete just the catalog or to delete the 

catalog and the backup data. HANA will delete all data and log backups older than the backup ID 

corresponding to the backup chosen.  

 

Note: This statement only deletes the regular data backup and does not work on the Dynamic 

Tiering components. 
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Note: The data and log backups for core HANA or Dynamic Tiering should not be deleted based 

on the timestamp. The older timestamp backups might still contain significant log backups. 

Hence, deleting backups based on date would ruin the consistency of the system. Therefore, it 

is better to investigate which are the necessary data and log backups to be kept for Dynamic 

Tiering or even core HANA. 

 

Deleting Old Dynamic Tiering Backup Files 

 

For SPS09, you have to manually delete the backup files of esserver (Dynamic Tiering part) from 

disk. If backup files are not deleted from the disk, the disk may become full as mentioned in 4.1.1. 

In order to delete old logs, you will need to run the following statement and identify which log 

backups are to be kept and which can be deleted. Typically, log backups containing information not 

also in data backups should be kept. Search for the old log positions that you do not need and delete 

them. The following script allows you to view all the older backups that exist with respect to a 

given backup id. (Substitute the backup id)  

 

SELECT DISTINCT l.destination_path FROM m_backup_catalog_files l,  

( SELECT * FROM m_backup_catalog_files WHERE backup_id = <backup_id>)  d  

WHERE l.destination_type_name = 'file'  AND 
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  ((l.last_redo_log_position IS  NOT NULL AND  

  l.source_id = d.source_id AND  

  l.last_redo_log_position < d.redo_log_position) OR  

  (l.source_type_name = 'catalog'  AND l.backup_id <  d.backup_id))  

  ORDER BY l.destination_path asc ;  

 

With the help of this script you can identify which Dynamic Tiering log backups you want to delete. 

Using this output list as a reference, you can then delete the desired log backups from the disk 

containing the Dynamic Tiering log backups.  

 

 

Summary 
In this lesson you have learned how to create a backup using the backup editor and to do a recovery 

of the created backup. Moreover, the key features in terms of backup and recovery include: 

 

¶ The backup is created for both core HANA part and Dynamic Tiering part together. You 

cannot create backups for Dynamic Tiering separately. 

¶ The path locations created and used for the data and log backups of the core HANA data and 

the Dynamic Tiering data will be separate. 

¶ You can automatically delete the old backups related to core HANA from the Backup 

Catalogue. However, deleting Dynamic Tiering backups requires manual investigation of the 

old and unnecessary log and data backups, followed by manually deleting the log files from 

the storage system. 

 

In the next lesson you will look at managing disk storage space for Dynamic Tiering as part of your 

HANA system.  
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